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DOD COMBATING TERRORISM TECHNOLOGY TASK FORCE
TECHNOLOGY OPTION SUMMARY

1.  Project Title.  Domestic Safe Havens.

2.  Project Description.  The concept is to develop a mobile platform of assets for medical, social and psychological care after an event of a major mass casualty.  This Domestic Safe Haven (DSH) capability would scale up or down depending on the intensity and type of event.  It could be deployed in any environment or remain fixed at selected sites at key locations around the country.  The goal of the DSH is to provide an blanket of security for Government officials, military dependents and local civilians.   Testing would be carried out at civilian disaster drills near military bases by an elite team of DoD experts in rapid deployment.  A DoD research facility specializing in consequence management issues would develop the early prototypes by drawing from current military and commercial technology with input from military units involved in homeland defense and security issues.

3.  Category.  Identify principle category of technology option:

Consequence Management and Recovery 

4.  Project Point of Contacts (POCs).  Kurt A. Henry, LCDR, Defense Sciences Office, Defense Advanced Research Projects Agency, 703-696-0122 (work), 703-696-3999 (fax), khenry@darpa.mil 

5.  Requirement Generation.  The DARPA consequence management program has been selected as one of the key thrust areas for the Advanced Concept Technology Demonstration for Homeland Security.  The Interagency Federal Response Plan for domestic terrorism and chem-bioterrorism has requirements in terms of medical care, security, resource management, operational planning and documentation of the event.                   Identify the requirements document or event that initiated activity on the project (Mission Need Statement, Operational Requirements Document, Advanced Concept Technology Demonstration, Advanced Warfighting Experiment, vulnerability assessments, antiterrorism plan development or exercise, real-world operations).  Identify how this product or service will be used.

6.  Customers.  

a.  Identify the customers and summarize the need that the project will satisfy and the mission(s) that the project will support.  Describe how the project directly supports the customer's efforts to combat terrorism and enhance joint warfighting.

b.  State whether the project provides the customer with an enhancement to an existing capability or establishes a new capability. 

7.  Operational Utility.

a.  State the operational performance parameters that will be used to determine the project’s operational effectiveness.

b.  Describe the operations and support concepts for the project.  Summarize the project’s employment/operation, its organizational setting, interoperability, and sustaining and support interfaces.

 c.  Describe the applicable standards, regulations, security concerns, and interfaces that must be addressed to make the project operational in joint, allied, and coalition operations.   Describe the changes that will be required for the tactics, techniques, and procedures as a result of making the project operational.

d.  Describe the training required to maintain and operate this project in an operational environment.

e.  Describe the logistical methods required to deliver the product or service to the customer. 

8.  Project Criticality
a.  Emergency – Project addresses an unanticipated requirement created by a combination of circumstances or the resulting state that requires immediate action to prevent, deter, or respond to a terrorist act.

b. Emergent – Project addresses a newly formed, unexpected requirement resulting from a logical consequence of unforeseen circumstances calling for prompt action.

c.  Opportunity  - Project addresses current or anticipated requirement with a technological leap-ahead that will provide a significant increase in operational capability.

9.  Project Priority. Prioritize the project.  The priority should be labeled

as must (1), need (2), or should (3) in accordance with the following guidelines:

a.  Must (1) – Project will mitigate a major risk or provide a critical Combating Terrorism capability.

b.  Need (2) – Project will mitigate a medium risk or provide an important Combating Terrorism capability.

c.  Should (3) – Project will mitigate risk or enhance CbT posture.

10.  Coordination.  Have any of the Services’ requirements agencies reviewed the project?  Has the project previously competed in a Service POM?  When was this project originally initiated and what funding support has it received to date?

11.  Schedule/Budgeting/Programming Information
a. Describe the project’s timeline to transition to operational use.  Within the timeline identify the key events that must occur before the project can be fielded and employed.

b.  What are the expected life-cycle costs (manpower and maintenance, replacement or shelf life)?   

12.  Year Funding Plan
a.   Appropriation and Amount Requested.  O&M, or RDT&E rounded to the nearest thousand.  Detailed cost estimates should be listed in this section.  In particular, contractual services and equipment purchases must provide detailed unit costs, rates, and descriptions, to include contractual vehicles and acquisition contracts to be used.  Identify any maintenance/ sustainment costs required for the project. 

Example:

Item/



Cost/

# Suggested --

Description
Unit

Total


Appropriation

CB detectors

$2,000
4 -- $8,000

O&M

Intrusion Detection
$25,000
1 -- $25,000
O&M

UAV



$1.4M
1 -- $1.4M

RDT&E


Total:  $33,000 -- O&M



 $1,400,000 – RDT&E

13.  Procurement Method. Describe the procurement method to be used as well as possible vendors who are able to produce the product or service
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